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1. Overall Description:

SA3 would like to inform SA2 that it has started studying security aspects of the enhancements to the 5G service-based architecture described in TR 23.742.
Since SA3 has identified the need to specify certain security requirements on the newly-defined Service Communication Proxy (SCP), such as mutual authenticated communication, the group considers it necessary to include this entity into the architecture diagrams in TS 23.501. The SCP, and thus the security functionality it is required to fulfil, only being assumed implicitly would give the reader a wrong impression of what is necessary to enable secure indirect communication.
2. Actions:

To SA2 group.

ACTION: 
SA3 respectfully asks SA2 to take above information into account for their further specification work.
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